|  |  |  |
| --- | --- | --- |
| **클라우드 기반 머신러닝 서비스 보안 프레임워크** | | |
|  | | |
| **영문제목** | | |
|  | | |
| **요 약**  AI 기술이 적용된 서비스 제공에 강제되는 높은 메모리 사용량을 해결하기 위해 일반적으로 클라우드 컴퓨팅 기술을 이용한다. 클라우드 기반 서비스는 애플리케이션 개발자로 하여금 메모리 사용량에 대한 걱정을 덜어주어 성능적인 부분을 좀 더 신경 쓸 수 있게 하며 이 용자는 편리하게 양질의 서비스를 제공받을 수 있게 한다. 하지만 보안 대책이 미흡한 클라우드 서비스는 서비스를 제공받아 얻는 이익만을 생각하기에는 보안사고로 인한 피해가 막대할 수 있다. AI 기술이 인간의 삶에 깊이 파고든 현 상황에서 우리가 사용하는 AI 기술이 적용된 애플리케이션 그 중에서 많은 부분을 차지하고 있는 클라우드 기반 애플리케이션의 보안은 그 중요도가 높다고 할 수 있다. 이를 위해 본 논문에서는 클라우드 기반 AI 서비스를 분석하여 어떤 공격이 이루어질 수 있는지 분석하고 그에 대한 연구된 방어법들의 효과를 확인하여 효과적인 것들을 선별하고 접목시키는 시도를 한다. | | |

**1. 서 론**

인공지능(AI)에 대한 활발한 연구를 통해 비약적인 기술 발전이 이루어졌다. 여러 기업들은 모델을 스스로 훈련(train)시킬 능력이 부족한 사용자에게 기업의 모델을 서비스로 제공하는데, 이 때 해당 모델의 파라미터(parameter)나 훈련 당시 사용한 데이터(data) 등 모델에 대한 정보는 사용자로부터 공개되지 않지만, 사용자는 모델을 이용하여 입력(input) 값에 대한 출력(output) 값을 얻을 수 있고, 이를 이용해 모델의 기밀성을 저하시킬 수 있다. 모델의 기밀성이 낮아지면 모델을 복사(copy)하여 비슷한 성능의 모델을 만들어 기업의 경제 활동에 피해를 입힐 수 있고, 모델의 파라미터(parameter)를 손상시키거나 원래의 모델에 악의적인 입력 값을 넣음으로써 모델의 성능을 떨어뜨릴 수 있다. 또한, 모델을 서비스하는 과정에서 많은 메모리 사용은 불가피하기 때문에 기업에서는 클라우드 서비스를 많이 이용한다. 하지만 클라우드 서비스를 이용함으로써 여러 보안 문제가 발생할 수 있다.

본 논문에서는 먼저 AI 모델이 갖는 여러 취약점들을 다양한 논문들로부터 찾아 분석하고, 그 취약점들을 이용하여 실제로 공격이 가능한지 실험한다. 실험의 결과 실제로 공격이 제대로 이루어진다면 해당 취약점을 방어할 수 있는 방어법을 다른 논문으로부터 발표되거나 해당 취약점의 알고리즘을 분석하여 알아내고 그 방어법을 직접 적용해 봄으로써 그 효과를 확인한다. 마지막으로, 앞선 취약점들을 방어할 수 있는 방어법을 적용한 하나의 프레임워크를 제시한다.

**2. AI 모델 취약점**

본 논문에서 다룰 취약점은 2가지가 있으며, 그 종류는 유사 데이터(surrogate data)를 이용한 모델 하이퍼 파라미터 탈취 공격(model hyperparameter stealing attack) [1], 클라우드 서버 관리자에 의한 개인 데이터(private data) 탈취 공격[2]이 있다.

**2.1 모델 하이퍼파라미터 탈취 공격(model hyperparameter stealing attack)**

모델 하이퍼파라미터 탈취 공격 [1]을 이용해 모델의 정보를 도용하게 되면 학습자의 지적 재산권과 알고리즘의 기밀성이 저하되고, 이후 공격자가 회피 공격(evasion attack), 반전 공격(inversion attack) 등의 공격을 수행할 수 있다. 이 때, 유사 데이터(surrogate data)란 예를 들어 강아지의 종을 분류하는 모델이 있을 때, 공격을 위해 강아지가 아닌 고양이의 사진을 입력으로 넣는데, 이 때 고양이의 사진이 유사 데이터이다. 고양이의 사진을 입력 값으로 넣어 나온 출력 값으로 새로운 모델을 만들 수 있고, 이 모델과 원래의 모델인 강아지의 품종을 분류하는 모델이 비슷한 성능을 낼 수 있다는 것이 알려져 있다 [1].

3. 각 취약점에 대한 대응 방안

본 장에서는 2. AI 모델 취약점에서 소개한 공격기법들에 대해 본 논문에서 채택한 대응방안에 대해 소개한다.

3.1 신뢰 실행 환경[Trusted Execution Environment] 클라우드 서버 관리자에 의한 데이터 탈취 공격에 대한 대응법으로 신뢰 실행 환경을 제시할 수 있다.
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